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Black Duck 
Software Composition Analysis

Identify and manage 
risk introduced by your 
software supply chain

Overview
Black Duck is a comprehensive solution for managing security, license compliance, and 
code quality risks that come from the use of open source in applications, containers, 
and any other software artifact or library. Named a leader in software composition 
analysis (SCA) by Forrester, Black Duck gives you unmatched visibility into third-party 
dependencies, enabling you to manage risk introduced by your software supply chain. 

Establish Software Supply Chain Visibility
Most of the code that makes up commercial applications originates from a third 
party, written by an entity outside the control or visibility of the company distributing 
or deploying the finished application. Black Duck offers a combination of dependency 
discovery techniques to give teams complete visibility of application composition so 
they can effectively assess and manage risk.
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