
  

Company overview

Australian security firm Cryptsoft 
offers software development 
tools for security system design, 
deployment, validation, and 
interoperability. Its products include 
the OASIS Key Management 
Interoperability Protocol (KMIP), 
OASIS Public Key Cryptography 
Standard #11 (PKCS#11), and 
smartcard solutions.

To learn more about Cryptsoft, click 
here. 

The challenge: Increase and improve security 
scans at the speed of DevOps
As organizations rapidly evolve their development practices into streamlined and agile 
DevOps methodologies, tools capable of adapting and keeping pace with development 
speeds and complexities are critical. Specifically, tools must seamlessly integrate into 
existing pipelines without “breaking the build” or decreasing development velocity. 

Cryptsoft depends on accurate and efficient security scanning for the successful 
production of its industry-leading software products. So any security solutions that are 
incorporated into its software development life cycle (SDLC) pipelines must be capable 
of adequately maintaining development velocity.

Tim Hudson, CTO and company founder, said, “Our customers are some of the most 
well-known companies in the technology industry, and their combined expectations, and 
the critical nature of the software that we provide for key management systems and 
hardware security modules, means that we must use every possible tool that is available 
to improve code quality, security, and stability.” This high-stakes demand—along with 
ever-increasing development speeds—drove Cryptsoft to look for a static application 
security testing (
development and security teams address security and quality defects early in the 
software development life cycle, track and manage risks across the application 
portfolio, and ensure compliance with security and coding standards.

“Coverity helps [us] see bugs in advance and address them, and also enables a much 
faster support response when a customer queries whether an item raised is an issue or 
a false positive,” Hudson said.

“Coverity continues to remain the most useful of the static code analysis tools, with its 
broad coverage and scanners. The false positive rate remains consistent despite the 
ever-increasing range of code checks that have been added. It is simply the best tool of 
its type in the market—still clearly ahead of its competitors,” he continued.
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